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NOTIFICATION OF INTENT TO TER-

MINATE THE DESIGNATION OF 
THE REPUBLIC OF BURUNDI AS 
A BENEFICIARY SUB-SAHARAN 
AFRICAN COUNTRY UNDER 
AGOA—MESSAGE FROM THE 
PRESIDENT OF THE UNITED 
STATES (H. DOC. NO. 114–72) 
The SPEAKER pro tempore laid be-

fore the House the following message 
from the President of the United 
States; which was read and referred to 
the Committee on Ways and Means and 
ordered to be printed: 

To the Congress of the United States: 
In accordance with section 

506A(a)(3)(B) of the African Growth and 
Opportunity Act, as amended (AGOA) 
(19 U.S.C. 2466a(a)(3)(B)), I am pro-
viding notification of my intent to ter-
minate the designation of the Republic 
of Burundi (Burundi) as a beneficiary 
sub-Saharan African country under 
AGOA. 

I am taking this step because I have 
determined that the Government of 
Burundi has not established or is not 
making continual progress toward es-
tablishing the rule of law and political 
pluralism, as required by the AGOA eli-
gibility requirements outlined in sec-
tion 104 of the AGOA (19 U.S.C. 3703). In 
particular, the continuing crackdown 
on opposition members, which has in-
cluded assassinations, extra-judicial 
killings, arbitrary arrests, and torture, 
have worsened significantly during the 
election campaign that returned Presi-
dent Nkurunziza to power earlier this 
year. In addition, the Government of 
Burundi has blocked opposing parties 
from holding organizational meetings 
and campaigning throughout the elec-
toral process. Police and armed youth 
militias with links to the ruling party 
have intimidated the opposition, con-
tributing to nearly 200,000 refugees 
fleeing the country since April 2015. 
Accordingly, I intend to terminate the 
designation of Burundi as a beneficiary 
sub-Saharan African country under 
AGOA as of January 1, 2016. 

BARACK OBAMA.
THE WHITE HOUSE, October 30, 2015. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 4 of rule I, the following 
enrolled bills were signed by Speaker 
pro tempore MESSER on Monday, No-
vember 2, 2015: 

H.R. 623, to amend the Homeland Se-
curity Act of 2002 to authorize the De-
partment of Homeland Security to es-
tablish a social media working group, 
and for other purposes; 

H.R. 1314, to amend the Internal Rev-
enue Code of 1986 to provide for a right 
to an administrative appeal relating to 
adverse determinations of tax-exempt 
status of certain organizations. 

f 

RECESS 
The SPEAKER pro tempore. Pursu-

ant to clause 12(a) of rule I, the Chair 

declares the House in recess until ap-
proximately 4 p.m. today. 

Accordingly (at 2 o’clock and 11 min-
utes p.m.), the House stood in recess. 

f 
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AFTER RECESS 

The recess having expired, the House 
was called to order by the Speaker pro 
tempore (Mr. HOLDING) at 4 o’clock and 
7 minutes p.m. 

f 

ANNOUNCEMENT BY THE SPEAKER 
PRO TEMPORE 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the Chair 
will postpone further proceedings 
today on motions to suspend the rules 
on which a recorded vote or the yeas 
and nays are ordered, or on which the 
vote incurs objection under clause 6 of 
rule XX. 

Record votes on postponed questions 
will be taken later. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY INSIDER THREAT AND 
MITIGATION ACT OF 2015 

Mr. KING of New York. Mr. Speaker, 
I move to suspend the rules and pass 
the bill (H.R. 3361) to amend the Home-
land Security Act of 2002 to establish 
the Insider Threat Program, and for 
other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3361 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department 
of Homeland Security Insider Threat and 
Mitigation Act of 2015’’. 
SEC. 2. ESTABLISHMENT OF INSIDER THREAT 

PROGRAM. 
(a) IN GENERAL.—Title I of the Homeland 

Security Act of 2002 (6 U.S.C. 111 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 104. INSIDER THREAT PROGRAM. 

‘‘(a) ESTABLISHMENT.—The Secretary shall 
establish an Insider Threat Program within 
the Department. Such Program shall— 

‘‘(1) provide training and education for De-
partment personnel to identify, prevent, 
mitigate, and respond to insider threat risks 
to the Department’s critical assets; 

‘‘(2) provide investigative support regard-
ing potential insider threats that may pose a 
risk to the Department’s critical assets; and 

‘‘(3) conduct risk mitigation activities for 
insider threats. 

‘‘(b) STEERING COMMITTEE.— 
‘‘(1) IN GENERAL.—The Secretary shall es-

tablish a Steering Committee within the De-
partment. The Under Secretary for Intel-
ligence and Analysis shall serve as the Chair 
of the Steering Committee. The Chief Secu-
rity Officer shall serve as the Vice Chair. 
The Steering Committee shall be comprised 
of representatives of the Office of Intel-
ligence and Analysis, the Office of the Chief 
Information Officer, the Office of the Gen-
eral Counsel, the Office for Civil Rights and 
Civil Liberties, the Privacy Office, the Office 
of the Chief Human Capital Officer, the Of-

fice of the Chief Financial Officer, the Fed-
eral Protective Service, the Office of the 
Chief Procurement Officer, the Science and 
Technology Directorate, and other compo-
nents or offices of the Department as appro-
priate. Such representatives shall meet on a 
regular basis to discuss cases and issues re-
lated to insider threats to the Department’s 
critical assets, in accordance with subsection 
(a). 

‘‘(2) RESPONSIBILITIES.—Not later than one 
year after the date of the enactment of this 
section, the Under Secretary for Intelligence 
and Analysis and the Chief Security Officer, 
in coordination with the Steering Com-
mittee established pursuant to paragraph (1), 
shall— 

‘‘(A) develop a holistic strategy for Depart-
ment-wide efforts to identify, prevent, miti-
gate, and respond to insider threats to the 
Department’s critical assets; 

‘‘(B) develop a plan to implement the in-
sider threat measures identified in the strat-
egy developed under subparagraph (A) across 
the components and offices of the Depart-
ment; 

‘‘(C) document insider threat policies and 
controls; 

‘‘(D) conduct a baseline risk assessment of 
insider threats posed to the Department’s 
critical assets; 

‘‘(E) examine existing programmatic and 
technology best practices adopted by the 
Federal Government, industry, and research 
institutions to implement solutions that are 
validated and cost-effective; 

‘‘(F) develop a timeline for deploying 
workplace monitoring technologies, em-
ployee awareness campaigns, and education 
and training programs related to identifying, 
preventing, mitigating, and responding to 
potential insider threats to the Depart-
ment’s critical assets; 

‘‘(G) require the Chair and Vice Chair of 
the Steering Committee to consult with the 
Under Secretary for Science and Technology 
and other appropriate stakeholders to ensure 
the Insider Threat Program is informed, on 
an ongoing basis, by current information re-
garding threats, beset practices, and avail-
able technology; and 

‘‘(H) develop, collect, and report metrics on 
the effectiveness of the Department’s insider 
threat mitigation efforts. 

‘‘(c) REPORT.—Not later than two years 
after the date of the enactment of this sec-
tion and the biennially thereafter for the 
next four years, the Secretary shall submit 
to the Committee on Homeland Security and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives and 
the Committee on Homeland Security and 
Governmental Affairs and the Select Com-
mittee on Intelligence of the Senate a report 
on how the Department and its components 
and offices have implemented the strategy 
developed under subsection (b)(2)(A), the sta-
tus of the Department’s risk assessment of 
critical assets, the types of insider threat 
training conducted, the number of Depart-
ment employees who have received such 
training, and information on the effective-
ness of the Insider Threat Program, based on 
metrics under subsection (b)(2)(H). 

‘‘(d) DEFINITIONS.—In this section: 
‘‘(1) CRITICAL ASSETS.—The term ‘critical 

assets’ means the people, facilities, informa-
tion, and technology required for the Depart-
ment to fulfill its mission. 

‘‘(2) INSIDER.—The term ‘insider’ means— 
‘‘(A) any person who has access to classi-

fied national security information and is em-
ployed by, detailed to, or assigned to the De-
partment, including members of the Armed 
Forces, experts or consultants to the Depart-
ment, industrial or commercial contractors, 
licensees, certificate holders, or grantees of 
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